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Response to Arguments

1. Applicant's arguments filed 5/4/2009 have been fully considered.

2. Applicant begins, on page 15, arguing that "While the Office Action argues that a combination of eight (8) references renders claim 1 obvious, Applicants disagree". In response to applicant's argument that the examiner has combined an excessive number of references, reliance on a large number of references in a rejection does not, without more, weigh against the obviousness of the claimed invention. See In re Gorman, 933 F.2d 982, 18 USPQ2d 1885 (Fed. Cir. 1991).

3. Applicant's remaining arguments, pages 16 - 38, fail to comply with 37 CFR 1.111(b) because they amount to a general allegation that the claims define a patentable invention without specifically pointing out how the language of the claims patentably distinguishes them from the references. Applicant's arguments merely recite the amended claim language and state that individual references "fail to even suggest" said claim language.

4. Regarding claim 1, Applicant's arguments are additionally unpersuasive because Gordon (US 6,732,157 B1) teaches the newly added limitations including searching for the non-displaying characters in the email and removing the searched non-displaying characters (Gordon, col. 9 lines 50 - 55, showing "remov[ing] various formatting specific to the protocols associated with the electronic mail messages" prior to further processing). As Gordon shows searching for and removing non-displaying characters in
an email message, said message inherently comprised both displaying and non-displaying characters.

5. However, Applicant's amendments to claims 6, 23, 24, 25, 30, 31 and 32 have necessitated the new grounds of rejection, discussed further below.

**Specification**

6. The specification is objected to as failing to provide proper antecedent basis for the claimed subject matter for the reasons given below in the 35 USC 112 written description rejection. See 37 CFR 1.75(d)(1) and MPEP § 608.01(o).

**Claim Rejections - 35 USC § 112**

7. The following is a quotation of the first paragraph of 35 U.S.C. 112:

   The specification shall contain a written description of the invention, and of the manner and process of making and using it, in such full, clear, concise, and exact terms as to enable any person skilled in the art to which it pertains, or with which it is most nearly connected, to make and use the same and shall set forth the best mode contemplated by the inventor of carrying out his invention.

8. Claims 1, 2, 23, 24, 25, 30, 31 and 32 are rejected under 35 U.S.C. 112, first paragraph, as failing to comply with the written description requirement. The claim(s) contains subject matter which was not described in the specification in such a way as to reasonably convey to one skilled in the relevant art that the inventor(s), at the time the application was filed, had possession of the claimed invention. Said claims recite “searching for" or "searching logic configured to search for” the “non-displaying characters" as well as "removing the searched non-displaying characters". "searching for" and "searching logic configured to search for" and "removing the searched" lack written description.
9. Additionally, claim 6 recites “the displaying characters of the SMTP email address”; there is a lack written description for said limitation.

10. The following is a quotation of the second paragraph of 35 U.S.C. 112:

   The specification shall conclude with one or more claims particularly pointing out and distinctly claiming the subject matter which the applicant regards as his invention.

11. Claims 6, 23, 24, 25, 30, 31 and 32 are rejected under 35 U.S.C. 112, second paragraph, as being indefinite for failing to particularly point out and distinctly claim the subject matter which applicant regards as the invention.

12. Regarding claim 6, said claim recites “a token representative of the displaying characters of the SMTP email address”. It is unclear what “the displaying characters of the SMTP email address” refers to.

13. Regarding claims 23, 24, 25, said claims refer to “an SMTP email address . . . and an address”. It is unclear what said "and an address" refers to.

14. Regarding claims 30, 31 and 32, said claims recite "tokenize logic configured to tokenize the attachment"; however, said claims also recite "generated tokens"; the claim language only recites a singular token and thus it is unclear what said "tokens" refers to. Said claims also recite "where only the displaying characters are tokenized"; however, said claims only recite tokenizing the attachment, and thus it is unclear what the relation is between “displaying characters” and “the attachment”; that is, how there are “displaying characters” relating to the tokenization of “the attachment”.

15. Claims 23, 24, 25, 30, 31, 32, 33 and 35 recites the limitation "the attachment". There is insufficient antecedent basis for this limitation in the claims.
16. In order to perform a complete examination, the above claims have been interpreted broadly.

Claim Rejections - 35 USC § 101

17. 35 U.S.C. 101 reads as follows:

Whoever invents or discovers any new and useful process, machine, manufacture, or composition of matter, or any new and useful improvement thereof, may obtain a patent therefor, subject to the conditions and requirements of this title.

18. Claims 23, 24, 25 - 29, 30 - 38 are rejected under 35 U.S.C. 101 because the claimed invention is directed to non-statutory subject matter.

19. Regarding claim 23, said claim recites a system comprising email receive logic, searching logic, removing logic, tokenize logic, analysis logic and sorting logic. Applicant's specification, pg. 8, describes an email application having a “filter 220” and pg. 9, describes the “filter 220” as comprising said "logic". Thus, claim 23 is solely directed to nonstatutory subject matter, i.e., software.

20. Regarding claims 25 – 29 and 32 – 38, said claims are directed to "a computer-readable medium". However, Applicant's specification on pg. 22 states that "a computer-readable medium can be . . . an electronic, magnetic, optical, infrared . . . or propagation medium . . . [or] an optical fiber . . ."; thus, said claims are directed to nonstatutory subject matter.

21. Regarding claims 24 and 31, said claims recite a “system comprising means for” where each of the means for, based on Applicant's specification, appears directed to software (see the above discussion of claim 23 above). It thus appears that Applicant's system consists of software and thus is directed to non-statutory subject matter.
22. Regarding claim 30, said claim is directed to "a memory component" containing various "logic". Said claim thus appears to be directed to the same media as claims 25-29 and 32-38 and thus is also directed to non-statutory subject matter for the reasons given above.

Claim Rejections - 35 USC § 103

23. The following is a quotation of 35 U.S.C. 103(a) which forms the basis for all obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in section 102 of this title, if the differences between the subject matter sought to be patented and the prior art are such that the subject matter as a whole would have been obvious at the time the invention was made to a person having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the manner in which the invention was made.


Regarding claim 1, Shipp shows a method comprising
receiving an email message from a simple mail transfer protocol (SMTP) server, 
the email message comprising ([0018,0023]) displaying characters ([64-67]) and non-
displaying characters ([57-58, 61-73]), the email message further comprising
a text body ([0064,0065])
an SMTP email address ([0018,0023,0039,0045,0046])
a domain name corresponding to the SMTP email address ([0039,0045,0046])
an attachment ([0081])
tokenizing the text body to generate tokens representative of words in the text
([0064-0067])
tokenizing the SMTP email address to generate a token representative of the
SMTP email address ([0039,0043,0069])
tokenizing the domain name to generate a token that is representative domain
name ([0022])
as well as showing MD5 hashing ([0093]).

Shipp does not show a 32-bit string indicative of the length of the email message,
nor does Shipp show searching for and removing the non-displaying characters in the
email, determining and filtering the non-alphabetic displaying characters in the email,
generating a phonetic equivalent for each word that includes only alphabetic displaying
characters that has a phonetic equivalent, tokenizing the attachment and the steps
comprising tokenizing said attachment, determining a probability value for each
generated token, selecting a predefined number of interesting tokens, the interesting
tokens being the generated tokens having the greatest non-neutral probability value;
performing a Bayesian analysis on the selected interesting tokens to generate a spam probability; and categorizing the email message as a function of the generated spam probability.

Devine shows utilizing a 32-bit string in a message header which is indicative of the total length of said message (col. 24 lines 52-67).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp with that of Devine in order to better identify message contents so as to facilitate leveraging common code for processing messages (Devine col. 23 lines 60-61).

Shipp in view of Devine do not show tokenizing the attachment.

Milliken shows tokenizing the attachment to generate a token that is representative of the attachment, the tokenizing steps comprising the steps of generating a MD5 hash of the attachment ([0010-0013 and 0052]where MD5 hashes are inherently 128-bit).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine with that of Milliken in order to better identify spam email, as at the time of Shipp's disclosure, spam email was thought “currently” not to be associated with attachments ([81]), an area for which Milliken's more recent disclosure provides updated guidance.

Shipp in view of Devine and Milliken do not show appending the 32-bit string to the generated MD5 hash to produce a 160-bit number.
Anderson shows ([0057-0059]) appending an MD5 hash (inherently 128-bits) to network transmission size information (shown by Devine to be said 32-bit string, and where 32 +128 is inherently 160).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine and Milliken with that of Anderson in order to better uniquely identify messages (Anderson [0057-0059]), leading to improved message spam identification.

Shipp in view of Devine, Milliken and Anderson do not show UUencoding said 160-bit number to generate a token representative of the attachment.

Uuencode and MIME FAQ shows UUencoding a file.

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine, Milliken and Anderson with that of Uuencode and MIME FAQ in order to store the message identification information (represented by the 160-bit number shown by Shipp in view of Devine, Milliken and Anderson) in a format easily exchanged over email (Uuencode and MIME FAQ) since UUencoding produces an easily emailed file and since the disclosure of Shipp in view of Devine, Milliken and Anderson relates to email and files transferred over email. Furthermore, UUencoding is a prior art element, as shown in UUencode and MIME FAQ, and thus UUencoding the 160-bit number is combing a prior art element (UUencoding) to known methods (the known methods shown by Shipp in view of Devine, Milliken and Anderson) to yield predictable results (the results being a UUencoded item).
Shipp in view of Devine, Milliken, Anderson and UUencode and MIME FAQ do not show determining a probability value for each of the generated tokens.

Gordon shows determining a probability value for each of the generated tokens (col. 11 lines 15–55) along with, as an initial processing step, searching for non-displaying characters in the email and removing the non-displaying characters in the email (col. 9 lines 55 - 60, Fig. 7).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine, Milliken, Anderson and UUencode and MIME FAQ with that of Gordon in order to better identify spam elements in messages (Gordon col. 11 lines 15–55).

Shipp in view of Devine, Milliken, Anderson, UUencode and MIME FAQ and Gordon do not show sorting the generated tokens in accordance with the corresponding determined spam probability value to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens, selecting the predefined number of interesting tokens, the interesting tokens being the generated tokens having the greatest non-neutral probability value; performing a Bayesian analysis on the selected interesting tokens to generate a spam probability; and categorizing the email message as a function of the generated spam probability.

Sahami shows selecting a predefined number of interesting tokens, the interesting tokens being the generated tokens having the greatest non-neutral probability value to determine a predefined number of interesting tokens, the predefined
number of interesting tokens being a subset of the generated tokens (pg. 4, col. 1, showing having initially “several thousand” features, then selecting 500 of said features after first sorting out features that occur fewer than 3 times (pg. 4, col. 2) and then selecting, of the remaining feature, the 500 features with the highest non-neutral probability value (pg. 6, col. 1, paragraph 1)); performing a Bayesian analysis on the selected interesting tokens to generate a spam probability; and categorizing the email message as a function of the generated spam probability (pg. 2, col. 2; pg. 4, col. 2; pg. 6, col. 1).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine, Milliken, Anderson, UUencode and MIME FAQ and Gordon with that of Sahami in order to more accurately identify spam email.

Shipp in view of Devine, Milliken, Anderson, UUencode and MIME FAQ and Gordon and Sahami thus do show selecting a subset of the generated tokens based on probability value as well as where the interesting tokens are a subset of the generated tokens (Sahami, pg. 6, col. 1, paragraph 1), but do not show explicitly show where the tokens are sorted in accordance with the corresponding determined spam probability value.

Woitaszek shows where the tokens are sorted in accordance with the corresponding determined spam probability value (Tables 4 and 5).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine, Milliken, Anderson,
Uuencode and MIME FAQ, Gordon and Sahami with that of Woitaszek in order to arrange the calculated values in a logical manner, enabling a simple method of extracting the most interesting results (Sahami’s disclosure involving selecting said most interesting tokens) via simply taking the top occurring results in Woitaszek’s sorted list, as well as to include the abilities to integrate the spam software into a commonly used email program (Woitaszek, Abstract, pg. 1 col. 2).

Shipp in view of Devine, Milliken, Anderson, Uuencode and MIME FAQ, Gordon, Sahami and Woitaszek do not explicitly show determining the non-alphabetic displaying characters in the email, filtering the determined non-alphabetic displaying characters from the email, and generating a phonetic equivalent for each word that includes only alphabetic displaying characters that has a phonetic equivalent.

Burdick shows determining the non-alphabetic displaying characters in the email, filtering the determined non-alphabetic displaying characters from the email, and generating a phonetic equivalent for each word that includes only alphabetic displaying characters that has a phonetic equivalent ([14]).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Devine, Milliken, Anderson, Uuencode and MIME FAQ, Gordon and Sahami and Woitaszek with that of Burdick in order to ensure the data (that is, email message contents) is in good form before it is further processed, thus increasing the ease of using the data and its utility (Burdick, [2-4]).
Shipp in view of Devine, Milliken, Anderson, Uuencode and MIME FAQ, Gordon, Sahami, Woitaszek and Burdick thus show claim 1.

25. Regarding claim 39, Shipp in view of Devine, Milliken, Anderson, Uuencode and MIME FAQ, Gordon, Sahami, Woitaszek and Burdick show wherein the email is received at a computing device (Milliken, Abstract, Shipp, Abstract).

26. Claims 6, 11, 12, 13, 14, 16, 17, 19, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30, 31, 32, 33, 34, 35, 36, 37 and 38 are rejected under 35 U.S.C. 103(a) as being unpatentable over Shipp in view of Milliken, Sahami, Woitaszek and Gordon.

27. Regarding claim, 6 Shipp shows a method comprising receiving an email message comprising a text body ([64,65]), an SMTP email address ([39,43,69]), and a domain name corresponding to the SMTP email address ([39,45,46]), the text body including displaying characters ([64-67]) and non-displaying characters ([57-58, 61-73]);

tokenizing the SMTP email address to generate a token representative of the SMTP email address ([39,43,63])

tokenizing the domain name to generate a token representative of the domain name ([22]), and determining a spam probability value from the generated tokens ([14,76]).

Shipp does not show tokenizing the attachment to generate a token that is representative of the attachment.

Milliken shows tokenizing the attachment to generate a token that is representative of the attachment ([10-13 and 51 – 53]).

It would have been obvious to one of ordinary skill in the art at the time of the
invention to modify the disclosure of Shipp with that of Milliken in order to better identify spam email, as at the time of Shipp's disclosure, spam email was thought “currently” not to be associated with attachments ([81]); spam and attachments are however an area for which Milliken’s more recent disclosure provides updated guidance.

Shipp in view of Milliken do not show explicitly show where the tokens are sorted in accordance with the corresponding determined spam probability value to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens.

Sahami shows selecting a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens (pg. 4, col. 1, showing having initially “several thousand” features, then selecting 500 of said features after first sorting out features that occur fewer than 3 times (pg. 4, col. 2) and then selecting, of the remaining feature, the 500 features with the highest non-neutral probability value (pg. 6, col. 1, paragraph 1)).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Milliken with that of Sahami in order to more accurately identify spam email (Sahami, Abstract).

Shipp in view Milliken and Sahami thus do show selecting a subset of the generated tokens based on probability value as well as where the interesting tokens are a subset of the generated tokens (Sahami, pg. 6, col. 1, paragraph 1), but do not show explicitly show where the tokens are sorted in accordance with the corresponding determined spam probability value.
Woitaszek shows where the tokens are sorted in accordance with the corresponding determined spam probability value (Tables 4 and 5).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Milliken and Sahami with that of Woitaszek in order to arrange the calculated values in a logical manner, enabling a simple method of extracting the most interesting results (as discussed by Sahami) via simply taking the top occurring results in Woitaszek’s sorted list, as well as to include the abilities to integrate the spam software into a commonly used email program (Woitaszek, Abstract, pg. 1 col. 2).

Shipp in view of Milliken, Sahami and Woitaszek do not show searching for non-displaying characters in the email and removing the non-displaying characters in the email.

Gordon shows, as an initial processing step, searching for non-displaying characters in the email and removing the non-displaying characters in the email (col. 9 lines 55 - 60, Fig. 7).

It would have been obvious to one of ordinary skill in the art at the time of the invention to modify the disclosure of Shipp in view of Milliken, Sahami and Woitaszek with that of Gordon in order to prepare a version of the data more amicable to future processing (Gordon, col. 9 line 56).

28. Regarding claim 16, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show receiving an email message including a text body (Shipp [64,65]).
29. Regarding claim 17, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show tokenizing the words in the text body to generate tokens representative of the words in the text body (Shipp [64,65]).

30. Regarding claim 23, Shipp in view of Milliken, Woitaszek and Gordon further show a system comprising a text body (Shipp, [64,65]), an SMTP email address (Shipp, [39-43,69]), and a domain name corresponding to the SMTP email address and an address (Shipp, [39,45,46]) the email message further including (Shipp, [64-67]) and non-displaying characters (Shipp, [57-58, 61-73]);

searching logic configured to search for the non-displaying characters in the email;

removing logic configured to remove the searched non-displaying characters (Gordon, col. 9 lines 55 - 60)

tokenizing logic configured to tokenize the SMTP email address to generate a token representative of the SMTP email address (Shipp, [39,43,63])

tokenizing logic configured to tokenize the attachment to generate a token that is representative of the attachment (Milliken [10-13 and 51 – 53])

tokenizing the domain name to generate a token representative of the domain name (Shipp, [22]), and

determining a spam probability value from the generated tokens (Shipp, [14,76]) and

sorting logic configured to sort the generated tokens in accordance with the corresponding determined spam probability value (Woitaszek, Abstract, Tables 4 and 5)
to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens (Sahami, pgs. 4 and 6)

    wherein only displaying characters are tokenized (Gordon, col. 9 lines 55 – col. 10 line 19, Fig. 17).

31. Regarding claim 24, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show means for receiving an SMTP email address, and a domain name corresponding to the SMTP email address (Shipp, [39,45,46]) and an address (Shipp, [39,45,46]) the email message further including (Shipp, [64-67]) and non-displaying characters (Shipp, [57-58, 61-73]);

    means for searching for the non-displaying characters in the email;
    means for removing the searched non-displaying characters (Gordon, col. 9 lines 55 - 60)

    means for tokenizing the SMTP email address to generate a token representative of the SMTP email address (Shipp, [39,43,63])

    means for tokenizing the attachment to generate a token that is representative of the attachment (Milliken [10-13 and 51 – 53])

    means for tokenizing the domain name to generate a token representative of the domain name (Shipp, [22]), and

    means for determining a spam probability value from the generated tokens (Shipp, [14,76]) and

    sorting logic configured to sort the generated tokens in accordance with the corresponding determined spam probability value (Woitaszek, Abstract, Tables 4 and 5)
to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens (Sahami, pgs. 4 and 6) wherein only displaying characters are tokenized (Gordon, col. 9 line 55 - col. 10 line 19, Fig. 7).

32. Regarding claim 25, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show a computer-readable medium that includes a program, that when executed by a computer, performs the actions of receive an email message comprising an SMTP email address, ([39-43,69]), a domain name corresponding to the SMTP email address ([39,0045,46]) and an address (Shipp, [39,45,46]) the email message further including (Shipp, [64-67]) and non-displaying characters (Shipp, [57-58, 61-73]);

search for the non-displaying characters in the email;
remove the searched non-displaying characters (Gordon, col. 9 lines 55 - 60)
tokenizing the SMTP email address to generate a token representative of the SMTP email address (Shipp, [39,43,63])
tokenizing the attachment to generate a token that is representative of the attachment (Milliken [10-13 and 51 – 53])
tokenizing the domain name to generate a token representative of the domain name ([0022]), and
determining a spam probability value from the generated tokens ([0014,0076]) and
sorting logic configured to sort the generated tokens in accordance with the corresponding determined spam probability value (Woitaszek, Abstract, Tables 4 and 5)
to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens (Sahami, pgs. 4 and 6) wherein only displaying characters are tokenized (Gordon, col. 9 line 55 - col. 10 line 19, Fig. 7).

33. Regarding claim 30, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show a system comprising a memory component that stores email logic configured to receive an email message comprising an address (Shipp, [39,45,46]) the email message further including (Shipp, [64-67]) and non-displaying characters (Shipp, [57-58, 61-73]);

search logic configured to search for the non-displaying characters in the email;

remove logic configured to remove the searched non-displaying characters (Gordon, col. 9 lines 55 - 60)

 tokenize logic configured to tokenize the entire attachment to generate a token representative of the attachment (Milliken [10-13 and 70]); and

analysis logic configured to determine a spam probability values from the generated tokens (Milliken [10-13] and Shipp [14,76]) and sorting logic configured to sort the generated tokens in accordance with the corresponding determined spam probability value (Woitaszek, Abstract, Tables 4 and 5) to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens (Sahami, pgs. 4 and 6) wherein only displaying characters are tokenized (Gordon, col. 9 line 55 - col. 10 line 19, Fig. 7).
34. Regarding claim 31, Shipp in view of Milliken, Woitaszek and Gordon further show means for receiving an email message comprising (Shipp [18,23]) an address (Shipp, [39,45,46]) the email message further including (Shipp, [64-67]) and non-displaying characters (Shipp, [57-58, 61-73]);
   means for searching for the non-displaying characters in the email;
   means for removing the searched non-displaying characters (Gordon, col. 9 lines 55 - 60)
   means for tokenizing the attachment to generate a token representative of the attachment (Milliken [10-13 and 70]); and
   means for determining a spam probability values from the generated tokens (Milliken [10-13] and Shipp [14,76])
   sorting logic configured to sort the generated tokens in accordance with the corresponding determined spam probability value (Woitaszek, Abstract, Tables 4 and 5) to determine a predefined number of interesting tokens, the predefined number of interesting tokens being a subset of the generated tokens (Sahami, pgs. 4 and 6) wherein only displaying characters are tokenized (Gordon, col. 9 line 55 - col. 10 line 19, Fig. 7).

35. Regarding claim 32, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further shows a computer-readable medium that when executed by a computer, performs at least the following: receive an email message comprising an attachment (Shipp [18,23] and Milliken [10-13]),
   tokenize logic configured to tokenize the entire attachment to generate a token
representative of the attachment (Milliken [10-13 and 70]); and
determine a spam probability values from the generated tokens (Milliken [10-13] and
Shipp [14,76]) and
    sort the generated tokens in accordance with the corresponding determined
spam probability value (Woitaszek, Abstract, Tables 4 and 5) to determine a predefined
number of interesting tokens, the predefined number of interesting tokens being a
subset of the generated tokens (Sahami, pgs. 4 and 6).

36. Regarding claims 11 and 26, Shipp in view of Milliken, Sahami, Woitaszek and
Gordon show assigning a spam probability value to the token representative of the
SMTP email address (Shipp [18,23,39,40-43], Woitaszek, Tables 4 and 5) and
    assigning a spam probability value to the token representative of the domain
name (Shipp [22]).

    and generating a Bayesian probability values using the spam probability values
assigned to the tokens (Sahami, pg.2, col. 2; pg. 4, col. 2; pg. 6, col. 1).

37. Regarding claims 12 and 27 Shipp in view of Milliken, Sahami, Woitaszek and
Gordon further show comparing the generated Bayesian probability value with a
predefined threshold value (Sahami, pg.2, col. 2; pg. 4, col. 2; pg. 6, col. 1).

38. Regarding claims 13 and 28 Shipp in view of Milliken, Sahami, Woitaszek and
Gordon further show categorizing the email message as spam in response to the
Bayesian probability value being greater than the predefined threshold (Sahami, pg.2,
col. 2; pg. 4, col. 2; pg. 6, col. 1).
39. Regarding claims 14 and 29 Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show categorizing the email message as non-spam in response to the Bayesian probability value being not greater than the predefined threshold (Sahami pg. 6 col. 1).

40. Regarding claims 19 and 35, Shipp in view of Milliken, Sahami, Woitaszek and Gordon show assigning a spam probability value to each of the tokens representation of the words in the text body (Woitaszek, Tables 4 and 5)

assigning a spam probability value to token representative of the attachment (Woitaszek, Tables 4 and 5, and Milliken, [10-13]),

and generating a Bayesian probability value using the spam probability values assigned to the token (Sahami, pg. 4 col. 2).

41. Regarding claims 20 and 36, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show comparing the generated Bayesian probability value with a predefined threshold value (Sahami, pg. 4 col. 2).

42. Regarding claims 21 and 37, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show categorizing the email message as spam in response to the Bayesian probability value being greater than the predefined threshold (Sahami, pg.2, col. 2; pg. 4, col. 2; pg. 6, col. 1).

43. Regarding claims 22 and 38, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show categorizing the email message as non-spam in response to the Bayesian probability value being not greater than the predefined threshold (Sahami, pg. 6 col. 1).
44. Regarding claim 33, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show receiving an email message including a text body (Shipp [64,65]).

45. Regarding claim 34, Shipp in view of Milliken, Sahami, Woitaszek and Gordon further show tokenizing the words in the text body to generate tokens representative of the words in the text body (Shipp [64,65]).

Conclusion
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If attempts to reach the examiner by telephone are unsuccessful, the examiner's supervisor, Andrew Caldwell can be reached on (571) 272-3868. The fax phone number for the organization where this application or proceeding is assigned is 571-273-8300.
Information regarding the status of an application may be obtained from the Patent Application Information Retrieval (PAIR) system. Status information for published applications may be obtained from either Private PAIR or Public PAIR. Status information for unpublished applications is available through Private PAIR only. For more information about the PAIR system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private PAIR system, contact the Electronic Business Center (EBC) at 866-217-9197 (toll-free). If you would like assistance from a USPTO Customer Service Representative or access to the automated information system, call 800-786-9199 (IN USA OR CANADA) or 571-272-1000.
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